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POLICY RELATING TO PUPIL SERVICES 
 

BYOD (Bring Your Own Device) 
 
The Wachusett Regional School District is committed to providing opportunities for students to 
utilize technology in order to: 
 

● Gather and evaluate internet resources 
● Create and share digital content 
● Develop digital literacy 
● Participate in a productive and respectful online environment 

 
As part of this commitment, school administrators and teachers may allow students to use 
personally-owned devices and access school wireless networks to enhance instruction and 
learning.  Permission to use such devices will be granted only when sufficient network resources 
are present.  School administrators and teachers shall determine the extent to which the use of 
personal devices is permitted.  However, such personal devices shall not be required by the 
District.  Should students not have access to personal devices, or should they chose not to bring 
in their own devices, access will be made available by the District to complete assignments. 
 
Access to District networks is a privilege which may be revoked at any time.  Students must have 
explicit permission to use personal devices each time they are used.  Students should assume that 
personal devices may not be used unless told otherwise.  When explicit approval has NOT been 
granted, all devices must be turned off and put away.  Recording audio, video or photographic 
images without the subjects’ permission is not allowed in school at any time. (reference Policy 
6532 Videotaping and Photographing of District Students)  The use of personal devices in school 
is subject to the District’s acceptable use policy regarding computers.  This policy is outlined in 
each school’s student handbook.  In accordance with the Children’s Internet Protection Act 
(CIPA), the District will filter all internet content available to students.  Any attempt to access 
inappropriate material will result in disciplinary action. 
 
Student Responsibilities 
 

● Device Security - As with any personal property, it is the student’s responsibility to 
ensure that any personally-owned device is safe and secure.  The District is not liable or 
responsible for damage, theft, or loss of any student-owned device or any information 
stored on a student-owned device. 

 
● Network Security – Student devices shall have up-to-date antivirus protection.  

Computers or other devices infected with malicious software or lacking proper virus 
protection will not be allowed on school networks. 

 
● Technical Support - The District does not have the resources to provide technical support 

for privately owned devices.  Accordingly, District technology personnel will NOT 
attempt to troubleshoot or repair student-owned computers or other devices. 
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POLICY RELATING TO PUPIL SERVICES 
 

BYOD (Bring Your Own Device) (continued) 
 
● Cellular Data Charges - Cellular devices may incur usage fees from cellular providers for 

texting or when accessing the internet without being properly connected to the school’s 
internal wireless network.  The District is not responsible for any charges related to 
texting or internet usage on student-owned devices. 

 
 
Legal Refs:  Title XVII – Children’s Internet Protection Act 
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